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Fig. 7. The relationship between the overhead of RSU and the number of
messages.

Fig. 8. The relationship between RSU’s overhead and the number of
messages, and the ratio of invalid message signatures in one RSU’s domain
when existing the malicious attacker in our proposed scheme.

data, we can get the relationship between the total overhead
of the message authentication and the number of vehicles
in one RSU’s domain when all of batch authentication pass
successfully, as shown in Fig. 7.

It can be seen from Fig. 7 that the efficiency of our scheme
is significantly better than that of other schemes when the
system does not have any invalid signature.

In the real VANETs scenario, there are often malicious
attackers which may produce invalid signatures. In this case,
it would be very time-consuming if the RSU verifies the
message signatures independently because the batch authenti-
cation have a high probability to fail. In our proposed scheme,
the task to find invalid signatures is outsourced to ECVs, and
the RSU just needs to check the results from ECVs. Let n
indicate the number of messages in one RSU’s domain, and
ε indicate the percentage of invalid signatures. When there
is at least one invalid signature, the overhead of the RSU is
TRSU = nε · 1.326 + 0.4696 (n − nε) + 0.884 = 0.8564nε +
0.4696n + 0.884 ms. Fig. 8 shows the relationship between
the overhead of the RSU and the number of messages, and
the percentage of invalid message signatures in this situation.

As is shown in Fig. 8, even the invalid message signature
ratio is as high as 0.1 (the literature [29] pointed out that the
attacker can compromise at most 10% vehicles), the RSU can
verify more than 500 messages which contain 10% invalid
messages within the message update period of the vehicle,
i.e., 300ms. While the other scheme [14] do not employ the

Fig. 9. The relationship between RSU’s overhead and the number of
messages, and the ratio of invalid message signatures in one RSU’s domain
when existing the malicious attacker in Chim et al.’s scheme.

TABLE V

COMPARISON OF COMMUNICATION COST

idea of edge computing, the binary search method combined
with batch authentication is executed on RSU’s side. If the
ratio of the invalid signatures is slightly larger, the overhead of
the RSU would be very large and we can see the phenomenon
from Fig. 9. Comparing Fig. 8 with Fig. 9, we can draw
a conclusion that the RSU in our proposed scheme has a
significantly lower authentication overhead.

In terms of the vehicle, the general vehicle is same with
that in Chim et al.’s scheme except in case 4, that is, there
is no message authentication overhead. And we will analyse
case 4 in the follow subsection.

B. Communication Cost Analysis

In this subsection, we analyze the communication cost of
relevant ID-based schemes for VANETs. Since the sizes of
p̄ and p are 64 bytes and 20 bytes respectively, the sizes of
the elements in group G1 and G are 128 bytes and 40 bytes
respectively. Besides, let the sizes of the hash function’s output
and timestamp be 20 bytes and 4 bytes respectively. The
comparison of computation costs is presented in Table V.

In Chim et al.’s scheme [13], the vehicle broadcasts the
pseudo identity and signatures {P I Di , Mi , σi } to the verifier,
where P I Di = {P I D1

i , P I D2
i }, P I D1

i , I D2
i , σi ∈ G1. There-

fore, the communication cost of their scheme is 128×3 = 384
bytes. In He et al.’s scheme [15], the vehicle broadcasts
the pseudo identity and signatures {P I Di , Ri , σi , Ti } where
P I Di = {P I D1

i , P I D2
i }, P I D1

i , P I D2
i , Ri ∈ G1. Therefore,

the communication cost of their scheme is 40 × 3 + 20 +
4 = 144 bytes. In Zhang et al.’s scheme [11], the vehicle
broadcasts the pseudo identity and signatures {P I Di , σi , Ti }
where P I Di = {P I D1

i , P I D2
i }, P I D1

i , P I D2
i , σi ∈ G1.

Therefore, the communication cost of their scheme is 128 ×
3+4 = 388 bytes. In our proposed scheme, the vehicle broad-
casts the pseudo identity and signatures {P I Di , σi , Ti }, where
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P I Di = {P I D1
i , P I D2

i }, P I D1
i , Ri ∈ G, σi , P I D2

i ∈ Z∗
q .

Therefore, the communication cost of our scheme is 40+20×
2 + 4 = 84 bytes.

C. Analysis on Cuckoo Filter

In this subsection, we analyze the cuckoo filter approach
because the cuckoo filter have the relatively small false pos-
itive rate, which refer to the probability of falsely rejecting
the null hypothesis for a particular test. The false positive rate
has an influence on the efficiency of our proposed scheme.
The following work shows that the impact is very small.

According to [23], the false positive of the cuckoo filter
rate is Pr(F P) = 1 − (1 − 1/2 f )b, in which f refers to the
fingerprint size of the item, b refers to the bucket size. Here,
we set b = 4 because four buckets can achieve more than 95%
space utilization rate [23]. Thus, the probability of case 3 is
Pr(case4) = 1 − (1 − Pr(F P))2 = 1 − (1 − (1 − 1/2 f )4)2.
We can find that the larger the value of f , the lower the
value of Pr(case4) and the larger space overhead the cuckoo
filter. So we need adaptively change the value of f . When
f = 12 bi ts, Pr(case4) drops to about 0.00195. That is,
if there are 1000 signatures which the RSU in a batch,
on average only 2 signatures will be affected by the false
positive and need the cuckoo filter receiver to authentication
the signatures independently. The use of cuckoo filter will
bring more computation and communication overhead.

First, we analyze the computation overhead. In order to get
the overhead of the insert and query operation, we calculate the
two operation execution time in the cuckoo filter which is writ-
ten in C++ with the parameter settings as shown in Table VI.
And we find that the execution time of 1000000 times oper-
ations of insertion Tcuckoo−insert and query Tcuckoo−query are
173ms and 66ms respectively. So we can get a conclusion that
the insertion and query operation overhead of cuckoo filter
can be neglected. However, when case 4 happens, the vehicle
need to verify the message signature independently which
will bring extra computation overhead. So the vehicle which
needs to query one message has the average computation
overhead Tavg = Pr(case4) · 3Tsm−ecc + Tcuckoo−query =
1.326(1 − (1 − (1 − 1/2 f )4)2) + Tcuckoo−query ms. Using the
above parameter settings, the average computation overhead
for the cuckoo filter query operation is only about 0.00265ms
which is negligible.

Next, we analyze the communication overhead. We assume
that the RSU need to send n message legitimacy information
and the fingerprint size is 12 bits. After the RSU puts n
fingerprints into the two cuckoo filters, it needs to sign these
filters using an ECDSA signature which is 56 bytes long.
Together with a message header of 2 bytes long, the total
message overhead for verifying a batch of n signatures is
2 + �12n/8� + 56 = �12n/8� + 58 bytes.

D. Analysis on the Selection Strategy on ECVs

RSU can get the instantaneous distance information by
calculating the coordination which is contained in BSM pack-
ets sent from nearby vehicles. It’s noteworthy that knowing
the instantaneous distance is enough to determine whether
the corresponding vehicle is qualified to be the ECV. In our

TABLE VI

CUCKOO FILTER SETTINGS

scheme, the ECV can finish one message authentication task at
most in 500ms in most cases even if the number of messages
reached one thousand. In China, the speed limit in highway
is 120km/h, so the ECV only moved at most a dozen meters
during the message authentication task, which is negligible
compared with the valid max transmission range in DSRC
standard (1000meters) [28].

We test the ECV selection algorithm based on scikit-
fuzzy [30] which is a Python written fuzzy logic library. And
we find that the total computation overhead of fuzzification,
fuzzy roles mapping and defuzzification is only about 1.2ms
on Intel i7-6700 platform. As long as RSU is equipped with
a modern multi-core CPU, the computation overhead of ECV
selection algorithm is negligible for RSU. The following two
reasons guarantee the ECV selection strategy can be carried
out all the time. First, There are always existing many vehicles
moving toward the RSU which means that some of them have
the potential to be ECVs at certain points. Second, the vehicle
always has the extra computation resource.

VI. CONCLUSION AND FUTURE WORK

The instantaneous characteristics of VANETs significantly
reduce the efficiency of message signing and authentication.
Therefore, this paper introduces an edge-computing concept
to improve the efficiency of message authentication. In our
scheme, the ECVs and RSU share the authentication tasks
of all the vehicles in the domain of the RSU, thus reducing
the burden on the RSU, significantly decreasing redundant
authentication, and improving the operational efficiency of the
entire VANET system. The security analysis results show that
the proposed scheme meets the basic security requirements
of VANETs. The performance analysis results show that the
performance of the proposed scheme is better than that of the
conventional scheme, making it more suitable for deployment
in real VANET scenarios.

In our proposed scheme, edge computing is only used in
the message authentication process of the VANETs, i.e., only
for computation, without requiring any storage. In the future,
we plan to incorporate edge computing into the VANETs by
allowing high frequency access information to be temporarily
stored in the ECVs to enhance the efficiency of the entire
VANET system.
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